
	CONTROLLED TECHNICAL DATA AGREEMENT 

	1.  TYPE OF SUBMISSION (X one)
	
	a.  INITIAL SUBMISSION
	
	b.  RESUBMISSION
	
	c.  REVISION
	
	d.  5-YEAR RENEWAL

	2.  INDIVIDUAL 

	a.  NAME  
	b.  ADDRESS (Include 9-digit ZIP Code)  



	c.  NAME OF SUBSIDIARY/DIVISION  
	

	d.  CIVIL SERVANT   YES____ NO____

      IF YES,  SKIP TO BLOCK 6.
	e.  TELEPHONE NUMBER (Include Area Code)  

	3.  CONTRACTOR’S INFORMATION

	a.  NAME OR POSITION DESIGNATION (See Instructions)  
	b.  BUSINESS MAILING ADDRESS (Include Province and/or 9-digit ZIP Code)



	c.  TELEPHONE NUMBER (Include Area Code)  
	

	d.  FSCM/FSCNM/CAGE/DSS VENDOR CODE  
	

	4.  DESCRIPTION OF RELEVANT BUSINESS ACTIVITY (include NASA contract number if applicable and name of NASA point-of-contact)  (Print or type)


	5.  AS A CONDITION OF RECEIVING CONTROLLED TECHNICAL DATA, THE INDIVIDUAL OR ENTERPRISE CERTIFIES THAT:

	a.(1) CITIZENSHIP/RESIDENCY STATUS:
The individual designated either by name or position designation in Item 3, who will act as custodian of the controlled technical data on behalf of the contractor, is: (X (a), (b).
	c.(2) agree not to disseminate controlled technical data in a manner that would violate applicable U.S. Export Control laws and regulations.

	
	d.  They will not provide access to controlled technical data to persons other than their employees or eligible persons designated by the registrant to act on their behalf.

	
	(a) A U.S. CITIZEN
	

	or a person admitted lawfully for permanent residence into:
	

	
	(b) THE UNITED STATES
	

	(2) BUSINESS LOCATION:  Business of individual listed in Item 3 is located in:     X (a) or (b)
	e.  No person employed by the enterprise or eligible persons designated by the registrant to act on their behalf, who will have access to controlled technical data, is disbarred, suspended, or otherwise ineligible to perform on U.S. Government contracts or has violated U.S. Export Control laws.

	
	(a) THE UNITED STATES
	
	(b) CANADA
	

	b.  The data is needed to bid or perform on a contract with NASA /ASTP or for other legitimate business activities in which the contractor is engaged, or plans to engage approved by ASTP.
	

	c.  They (1) acknowledge all responsibilities under applicable U.S. Export Control laws and regulations (including the obligation, under certain circumstances, to obtain an export license from the U.S. Government prior to the release of controlled technical data within the United States).
	f.  They are not themselves debarred, suspended, or otherwise ineligible to perform on U.S. Government contracts, and have not violated U.S. Export Control laws.

	6.  CERTIFICATION
I certify that the information and certifications made by me are true, complete, and accurate to the best of my knowledge and belief and are made in good faith.  I understand that a knowing and willful false statement on this form can be punished by fine or imprisonment or both.  If I leave the program, I am required to notify either the STIN Administrator, Program Security Manager, or the Assistant Program Manager.  (TYPE OR PRINT LEGIBLY)

	a.  TYPED NAME (LAST, First, Middle Initial)



	b.  TITLE


	c. SIGNATURE

	d.  DATE SIGNED


	7.  CONTRACTOR’S SECURITY OFFICER

	a.  TYPED NAME (LAST, First, Middle Initial)



	b.  TITLE
	c. TELEPHONE NUMBER (Include Area Code)  

	d. SIGNATURE

	e.  DATE SIGNED


	8.  CERTIFICATION ACTION (X one) ASTP PROGRAM OFFICE USE ONLY

	
	a.  CERTIFICATION ACCEPTED: This certification number, along with a statement of intended data use, must be included with each request for controlled technical data.
	b.  NUMBER



	
	c.  RETURNED:  Insufficient information:

	
	d.  REJECTED:  Does not meet eligibility requirements of ASTP STIN access.


CONTROLLED TECHNICAL DATA AGREEMENT 

This form is required for all NASA and non-NASA personnel requesting access to the Space Transportation Information Network (STIN) database.  (The requirement is to control/deny access by foreign nationals to information that is deemed Export Controlled, competition sensitive, or proprietary.)  The form must be completed in its’ entirety to preclude your requested access from being delayed.  Once the form is completed and the certification signatures are on record with the STIN administrator, your request for access to STIN will be processed.

(1) Indicate type of submission.

(2) Item 2A is the applicant’s name.

Item 2B is the applicant’s business mailing address.

Item 2C needs to identify company and operating division (i.e. Lockheed Martin/Missiles & Space).

Item 2D; indicate whether Civil Servant, if yes go to Block 6 for certification acknowledgement.

(3) Item 3A is the applicant’s position/job title.

Item 3B is the contractor’s local/home office business address.

Item 3C is the contractor’s local/home office business telephone number.

Item 3D; your security office can provide this for you.

(4) A brief description of why access to STIN is required.

(5) Item 5 is to be verified by the certifying Security Officer. The contractor and Security Officer must go through all of the statements in Item 5 carefully to certify that access is appropriate for this applicant.

(6) The applicant requesting access to STIN completes Item 6 certifying the information is truthful/accurate.

(7) Item 7 is the certification from the contractor’s Security Officer that the information provided by the contractor is correct. (note*** If a company does not have a security officer then Item 5 and Item 7 may be completed by a designated authority within the organization that can attest/certify that the information provided is accurate.)

(8) Item 8 is reserved for ASTP program office use only.  The form will be reviewed and categorized by the STIN Administrator and the Program Security Manager.  
Original signatures must be on the completed agreements and mailed to:


Marshall Space Flight Center


M/S NP01 4203/STIN

     ATTN: Dale Blohm


MSFC, AL 35812

     NGLT Form 03 (June 24, 2003)

PREVIOUS EDITION IS OBSOLETE

